Introduction
Active Directory




Qu’est-ce qu’Active Directory ?

Définition :

Service d’'annuaire développé par Microsoft, souvent appelé AD
* Implémentation du protocole LDAP (Lightweight Directory Access Protocol) par Microsoft
* Disponible depuis 1999 avec l'arrivée de Windows 2000

* Initialement baptisé NTDS (New Technology Directory Service) par Microsoft, sa base de données porte
toujours ce nom (ntds.dit)

| = | NTDS - O X
Accueil Partage Affichage - @
= v o » CePC » Disque local (C:) > Windows » NTDS v|®| | Rechercher dans: NTDS o
*  Nom Modifié le Type Taille
3 Accés rapide )
. e . edb.chk Fragments de fich... 3 K:c
» D edb Document texte 10 240 Ko
¥ Techargemi B edbooonz Documen ttext 10240 Ko
Documents [ ] edbres00oo1jrs Fichier JRS 10240 Ke
=] Images * [7] edbresonoo2,jrs Fichier IRS 10240 Ko
PingCastle_3.3.0 D edbtmp Document texte 10 240 Ko
SharpHound-v2. [7] ntds.dit Fichier DIT 16324 Ko
System32 | ntdsjfm 23 Fichier JFM 16 Ko
- D temp.edb 26/01/2025 20:36 Fichier EDB 424 Ko
= Téléchargement
9élément(s) 1 élément sélectionné 16,0 Mo E=
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O Qu’est-ce qu’Active Directory ?
000

Objectifs :

e Fournir des services centralisés d’identification et d’'authentification a un réseau
d’ordinateurs (\Xindows, Linux ou macOS)

* Permettre une administration centralisée des utilisateurs et des machines répertoriés
dans I'annuaire

* Configurer des groupes d’utilisateurs ou de machines Windows en masse grace a
I'application de « stratégies de groupe » (objets dans I’AD). On parle généralement de
GPO (Group Policy Objects)

» Attribuer des droits a une ressource sur une autre ressource (droit d’'un utilisateur sur
un ordinateur, un partage de fichiers, une imprimante...)
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Foréts, arbres et domaines

L'arborescence de I'Active Directory : Un héritage des annuaires X.500

* Forét: plus haut niveau hiérarchique
d’administration de I'AD, il est composé
d’arbres

e Arbre: contient I'ensemble des sous-
domaines d'un domaine principal.
Exemple sousdomainel.domaine.local,
sousdomaine2.domaine.local sont les
sous-domaines de I'arbre domaine.local

* Domaine : contient un ensemble d’objets
administrés de maniére centralisée
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Les controleurs de domaine

Notions de contréleurs :

Le service d’annuaire Active Directory peut étre mis en ceuvre sur serveur Windows, il devient alors « controleur
de domaine », en anglais « domain controler », communément appelé « DC »

Le contréleur de domaine principal est le premier contréleur initialement installé, mais ce réle peut étre transféré
sur un autre serveur, notamment dans le cadre d’'une migration / montée de version

Le(s) contréleur(s) secondaire(s) permettent d'assurer une redondance en cas de panne, ou proposer le service
au plus proche d’'un réseau d’ordinateurs sur un site distant par exemple

Les contréleurs synchronises entre eux le contenu de la base de données de I'annuaire (fichier C:\Windows\
System32\NTDS.dit)

Pour des raisons de sécurité, des contrdéleurs en « lecture seule » (appelés RODC), permettant uniquement a des
utilisateurs de se connecter facilement sur un site distant peuvent étre déployés

Les 2 principaux réles d'un contréleur de domaine :
* Traiter les demandes d’authentifications
* Veiller a I'application des stratégies de groupe
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charles@rmachine: ~ aQa = e e

. - - - charles@machine:~$% sudo nmap -T4 -p- -n 192.168.46.2

o 03 sl [ ia 192 .168.46. : e r
charles@machine:~$ sudo ntpdate 152.168.46.2 Starting Nmap 7.93 ( https://nmap.org ) at 2025-©1-29 23:23 CET
2025-01-30 22:07:48. 532 (+0100) -0.004602 +/- 0.000314 192.168.46.2 51 no-leap Nmap scan report for 192.168.46.2

charles@machine: ~$% D Host is up (@.@0816s laten

Le service NTP sur le port ]23/UDP Not shown: 655@9 closed tcp ports (reset)
STATE SERVICE
open domain
Port(s) client(s) Port serveur Service ( open kerberos-se
_ open msIpcC
49152-65535/UDP 123/UDP W32Time .
open netbios-ssn

49152-65535/TCP 135/TCP Mappeur de point de terminaison RPC c open ldap
1 open microsoft-ds
49152-65535/TCP 464/TCP/UDP Modification de mot de passe Kerberos Af C open kpasswd
_ ) open http-rpc-epmap
49152-65535/TCP 49152-65535/TCP RPC pour LSA, SAM, NetLogon (*)
open ldapssl

49152-65535/TCP/UDP 389/TCP/UDP LDAP 58/tcp open globalcatLDAP
6 open globalcatLDAPssl
49152-65535/TCP 636/TCP LDAP SSL /tcp open wsdapi
_ Opel" wsman
49152-65535/TCP 3268/TCP LDAP GC
Oper adws
49152-65535/TCP 3269/TCP LDAP GC SSL 4 /tcp open  winrm
: open unknown
53, 49152-65535/TCP/UDP 53/TCP/UDP DNS 1 /tcp open unknown
49666/tcp open unknown
49152-65535/TCP 49152-65535/TCP FRS RPC (*) . .
8/tcp open unknown

49152-65535/TCP/UDP 88/TCP/UDP Kerberos 1 cp open unknown

open unknown
49152-65535/TCP/UDP 445/TCP SMB (**) 5/tcp open unknown
open unknown
open unknown
open unknown
open un known

49152-65535/TCP 49152-65535/TCP DFSR RPC (*)
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Le service LDAP (Lightweight Directory Access Protocol)

En synthese :

* Service principal permettant la mise en place d'un annuaire Active Directory

* Les 4 ports utilisés par le service :
* 389/tcp : LDAP
* 636/tcp : LDAPS
* 3268/tcp : LDAP Global Catalog
* 3269/tcp : LDAPS Global Catalog

* Le service LDAP est le second service contacté par une machine Windows rattaché a un
domaine Active Directory lors du démarrage. Il lui permet :
* De récupérer les informations du domaine
* De récupérer Ila liste des GPOs a appliquer depuis [I'UO racine
(DC=woundride,DC=local) jusqu’a I'UO de destination
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O
. : Le service LDAP : informations « publiques »

De nombreuses informations [présentes a Ia racine dite « RootDSE » sont accessibles sans authen

charles@machine: ~ & .

charles@machine:~$ sudo nmap -T4 -p 389 -n 192.168.46.2 --script ldap-rootdse Edit View Search Terminal Help
Starting Nmap 7.93 ( https://nmap.org ) at 20 23:@8 CET

Nmap scan report for 192.168.46.2 @p IIot
Host is up (@.00@24s laten

STATE SERVICE
p open ldap
ldap-rootdse
LDAP Results
<ROOT>
domain
forestFu
domainControllerFunctionality: 7
TootDomainNamingContext: DC=woundride,DC=local
C@1$@WOUNDRIDE

supportedSASLMe
supportedSASLMe
supportes LMe:
supportedSASLMe
supportedLDAPY
supportedLDAPVer
subschemaSubent CN=Aggregate, CN=Schema,CN=Configuration, DC=woundride,DC=local
serverName: CN=W2@19- Tvers, CN=Default-Fir ? tes,CN=Configuration, DC=woundride,DC=local
schemaNamingContext: =
namingContexts: DC=woundride,DC=local
namingContexts: CN=Configuration,DC=woundride,D
namingContexts: CN=Schema,CN=Config
namingContexts: omainDnsZones,DC
namingContexts: DC
issynchronized: TRUE
highestCommittedUSN:
dsServiceName
dnsHostName: W2@19-DC@1.woun de.local
defaultNamingContext: DC=woundride,DC=local
currentTime: 20250129220830.0Z
nfigurationNamingContext: = guration,DC=woundride, DC=1(
Address: ©8:80:27:3F:FA:8E (Oracle VirtualBox virtual NIC)
Info: Host: W2019-DC@1; S: Windows

Nmap done: 1 IP address (1 host up) scanned in @.32 seconds
charles@machine:~$

Une partie des informations est tronquée ici
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@
O Le service LDAP : exemples d’'informations accessibles a tout utilisateur

Les ordinateurs du domaine, leurs systémes et versions précises Les utilisateurs membres du groupe « Admins du domaine »
harxles@ hine:~$%$ ldaps h - -H 1 H .168.46.2:389 -b " I ,DC= B - q oo - = . . s
o e S RS R charles@machine:~$ ldapsearch -LLL -H ldap://192.168.46.2:389 -b "DC=woundride,DC=1o
,DC=woundride,DC=local" '(&(objectClass=computer))' operatingSystem operatin cal™ -D "CN=Charles 3L.-“=.NC—2[0LIN,C-U:Se“_'\..-'i::e 1,C'U:TE_UtilisateL.Is,OU=T2,OU:_UtilisateL.
T —— rs,DC=woundride,DC=local" -x "cn=Admins du domaine" member -W
: CN=W20139-DC@1, C.-U=T®_DC,OU=T@J OU=_0rdinateurs,DC=woundride,DC=local Enter LDAP Password:
tem: lows Server 2019 Standaxd . : R S o=
temversion: 1.8 (17763) dn: CMN=Admins du domaine,QU=T@_Administrateurs,QU=T®@,0U=_Utilisateurs,DC=wound

: CN=PC@1,0U=T2,0U=_Ordinateurs,DC=woundride,DC=local ride ! DC=local
tem: Windows 1@ Professionnel member: CN=[Admin T®] Charles BLAMC-ROLIN,OU=T@_ Administrateurs,0U=T@,60U=_Util
/) i 10.2 (19044) - 3
; isateurs,DC=woundride,DC=local
e EEHECS ST, 105 (B e o e e, (et member: CN=Administrateur,OU=T@_Administrateurs,0OU=T@,0U=_Utilisateurs,DC=woun

ns 7 Professionnel . ~
ystemVersion: 6.1 (76@1) GllGe,DC:lOLal

)rdinateurs,DC=woundride,DC=loca . .
1@ Professionnel refldap://ForestDnsZones.woundride.local/DC=ForestDnsZones,DC=woundride,DC=1o0
10.@ (17134)
' ! cal

iinateurs,DC=woundride,DC=1oca
ns 1@ Enterpris - - - . - - -
lmgﬂjsé?e refldap://DomainDnsZones.woundride.local/DC=DomainDnsZones, DC=woundride,DC=1o
cal
Ordinateurs,DC=woundride,DC=1loca
1@ Entreprise LTSC
UEITEEEen: 190 (1) refldap://woundride.local/CN=Configuration,DC=woundride,DC=local
rdinateurs,DC=woundride,DC=loca
s 1@ Entreprise LTSC - . . , i
sion: 10.@ (17763) L'identifiant de session d'un compte utilisateur (sAMAccountName)
‘“‘}"“e;fsr?C:"‘Oi"“fi‘:ezDC:lO‘:‘ charles@machine:~$ ldapsearch -LLL -H ldap://192.168.46.2:389 -b "DC=woundride,DC=lo
7 Professionne:
6.1 (7601) cal" -D "CN=Charles BLANC-ROLIN,QU=Service 1,0U=T2_Utilisateurs,QU=T2,0U=_Utilisateu
s,DC=woundride,DC=local"” -x "cn=[Admin T@] Charles BLANC-ROLIN" samaccountname -W
dn: CN=PC@8,0U=T2,0U=_Ordinateurs,DC=woundride,DC=loca ~ B
. e ) e nter LDAP Password:
operatingSystem: Windows 1@ Professionnel
operatin temVersion: 10.@ (17134) dn: CN=[Admin T@] Charles BLANC-ROLIN,OU=T@_Administrateurs,0U=T®@,0U=_Utilisat
) ) eurs,DC=woundride,DC=1local
: CN=PC@9,0U=T2,0U=_0Ordinateurs,DC=woundride,DC=loca .
tem: Windows 1@ Enterprise sAMAccountName: admin_t@_cbr
temversi 10.@ (18362)

-
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Schema Objects Schema

classSchema

Le schéma :

classUser

Directory

UserObject

classID
sttributeSchemal

clazsIDiclassUser

clazzID:clasz User

attributeSchemaz cnt
e sttributelD: Usernarne
attributeSyntax:

e Contient I'ensemble de classes

attributeSchema

(= H
Uszernarne: Bsmith
Syntax

cn:
sttributelD : Password
attributeSynta

o
attributelD
attributeSyntax

cn:
attributelD: Password
Syntax:

o
attributelD: Phone
attributeSynta:

Les classes :

o
Phone Murnber: 425-555-0123

Syntax

* Définissent les différents types d'objets (Utilisateur,
ordinateur etc..)

* Chaque classe posséde des attributs

* Un systéme d’'héritage des classes existe, exemple la
classe « Computer » hérite de la classe « User »

Les objets :

Z Modification ADSI
Fichier Action Affichage 7

o= 2EXE = HBE

Z' Modification ADSI

v 3 Schéma [W2019-DCOT.woundride.local]

| CN=Schema, CN=Configuration,DC=woundride DC=local

Nom

=] CN=Comment

=] CN=Commen-Name
£l CN=Company

Propriétés de : CN=Computer

Editeur d'attributs | Séeurté

?

*x

Atributs
Attribut Valeur @
schemaFlagsEx <non défini>
schemalDGUID bf967286-0de6-11d0-2285-002a00304%2
showlnAdvancedvie.. TRUE
wbClas:
subRefs <non définiz
systemAuxiliaryClass <non défini>
systemFlags 010 = ( SCHEMA_BASE_OBJECT )
systemMayContain msImaging-HashAlgorthm; msimaging-Thumt
systemMustCortain <non défini>
systemCrly FALSE
ystemF container; Int; domanDNS
ud <nen défini>
uSNChanged 1533
uSNCreated 1533 ¢
< >
Afficher Fittrer
Annuler Appliquer Aide

CMN=Computer
CM=Configuration
CN=Connection-Point
CN=Contact
CN=Container

CN=Content-Indexing-Allo...

CM=Contexdt-Menu
CN=Control-Access-Right
CN=Control-Access-Rights
CN=Cost

CN=Country
CM=Country-Code
CN=Country-Name
CN=Create-Dialog
CN=Create-Time-Stamp
CN=Create-Wizard-Ext
CM=Creation-Time
CN=Creation-Wizard
CN=Creator
CM=CRL-Distribution-Peint
CN=CRL-Object

CM=CRL-Partitioned-Revoc...

CN=Cross-Certificate-Pair
CN=Cross-Ref

Classe
attributeSch...
attributeSch..,
attributeSch...
classSchema
classSchema
classSchema
classSchema
classSchema
attributeSch...
attributeSch...
classSchema
attributeSch...
attributeSch...
classSchema
attributeSch..,
attributeSch...
attributeSch...
attributeSch...
attributeSch...
attributeSch..,
attributeSch...
attributeSch...
classSchema
attributeSch...
attributeSch...
attributeSch...

classSchema

* Chaque objet est unique

DN = chemin complet depuis la racine du domaine

CN=Charles BLANC-ROLIN,OU=Service 1,0U=T2_Utilisateurs,OU=T2,0U=_Utilisateurs,DC=woundride,DC=local

* |l est identifié par un DN (Distinguished Name)
* Il dispose aussi d’'un GUID (Globally Unique Identifier)
* Chaque objet posséde des attributs

(dont DN et GUID) © Charles BLANC-ROLIN
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Les objets

Unité d’'Organisation (UO / Organizational Unit / OU) :

Objet conteneur de la norme LDAP

Utilisé pour hiérarchiser I'annuaire (a voir comme un dossier / répertoire)

Permet une délégation et un héritage (pour les « sous UO ») des autorisations

Permet d’appliquer des stratégies de groupes a I'ensemble de ses objets

] Utilisateurs et ordinateurs|| pom - Type
» Requétes enregistrées

dride.local ET2 Unité d'organisation
v & weun ”_ =0 Eikg Unité d'organisation

» 2] _Ordinateurs . o

= - =170 Unité d'organisation
w o _Utilisateurs

> [E] T

y @ T

» [@ T2
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Les objets

[ PR P
Les q ro u p es L] 8, Ordinateurs du domaine oupe de sécurité.. | Propriétés de: Ordinateurs du domaine ? X
= L .

Gre
%Propriétaire; créateurs de |a strat... Groupe de sé
82 protected Users Groupe .| Général Membres Membrede Gérépar Objet Sécurté Edieurd attributs
82 serveurs RAS et 145 Groupe Membre:
%Utlllsateurs du domaine Groupe it

Mom Dossier Services de domaine Active Directory

° 1 1 1 - ; e
euvent contenir plusieurs objets : C—
K pCot ol al/_Ordinateurs/ T2
y 1&IPCo2 woundride local/_Ordinateurs/ T2
[ ] D a u t re S ro u e S & pco3 woundride local/_Ordinateurs/T2
& PCod woundride local/_Ordinateurs/ T2
1%/ pCos woundride local/_Ordinateurs/T2
° D L4 - 1% PCos woundride local/_Ordinateurs/ T2
e S c o m p te s O r l n a te u rs iklpco7 woundride local/_Ordinateurs/T2
ik pCog woundride local/_Ordinateurs/T2
LN B 1%/ pCos woundride local/_Ordinateurs/T2
* Des comptes utilisateurs
&l pCe woundride local/_Ordinateurs/T2
- - ikpciz woundride local/_Ordinateurs/T2
[ D eS l m p rl m a n tes & pCwT woundride local/_Ordinateurs/T2
Ajouter. Supprimer
[ ]

Annuler Appliquer Aide

* Permet de simplifier I'administration en appliquant des droits sur des
ressources ou des parametres de configuration 1 seule fois pour tous les objets
du groupe
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Les objets

Propriétés de: PC11 T X

Emplacement  Géwpar  Objst  Sécwite  Appelertrant  Edteurd'attibuts
Générd  Systéme d'explotation  Membrede  Délégation  Réplication de mot de passe

Compte d'ordinateur : & o

Nom dordinateur (antérieur &
Windows 2000)

Nom DNS

* Permet la connexion d'une machine a I'annuaire AD ——

Ste: [
Descript [
* Placé dans une UQ, il hérite des autorisations et des stratégies
Annuler Appliquer Pide

Compte utilisateur :

Charles BLANC-ROLIN
&

Prénom | ntizes | |
* Permet la connexion d'un utilisateur aux ressources de I’AD (suivant I

ses autorisations) — |

* Placé dans une UO, il hérite des autorisations et des stratégies e T

© Charles BLANC-ROLIN Version 1.2-2026 ,.8



Les conteneurs « systéme » sans objets :

» Utilisés comme modeles pour [Il'application de privileges, comme
AdminSDHolder par exemple

=R

Fichier Action Affichage 7

e n@FE 8 XEE=H

ordinat e Directory

ThETER

] Utilisateurs et ordinateurs Activel| nom N Type Description
| Requétes enregistrées
v ({ woundridelocal Propriétés de: AdminSDHolder 7 x
2| _Ordinateurs - -
&1 _Utilisateurs Général Objet | Sécurl®  Edieur d'attrbuts
[ Builtin Moms de groupes ou d'utlisateurs :
| Computers B8 SELF ~
(& Domain Controllers A2 tilisateurs authentifiés
"1 ForeignSecurityPrincipal £8 Systeme
[ Keys Admins du domai imins du domaine)
7] LostAndFound R Editeurs de certificats (WOUNDRIDE\Editeurs de centfficats) v
=] Managed Service Accou N e Avim e e N
1 Program Data Ajoutter. Supprimer
w [] System
|| AdminSDHolder Autorisations pour Admins du domaine Autoriser  Refuser
| ComPartitions
5 ~
|| ComPartitionSets Cortréle total ] ]
| DomainUpdates Lire O
1 IP Security Ecrire ]
= Mestings Créertous les objets enfants O
] MicrosoftDNS Supprimer tous les objets enfants O b
7] Palicies ;our Ieg autorisations spéciales et les paramétres avancés, cliquez sur R
(7] RASand IAS Servers 4| "%
[7] WinsockServices Informations sur le contréle d'accés et les autorisations
] WMIPalicy
e .
2 Default Domain Polic i Appliquer Bide
] Dfs-Configuration
L P T C—.
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Les objets

Les groupes et comptes protégeés :

* Disposent

de privileges

élevés,

permettant « d’'administrer » ’'AD

* Chaque

groupe protégé herite de

compte

privileges sur I'AD

membre d'un

Ses

* Le groupe protégé le plus connu

est

généralement

le

« Admins du domaine »

groupe

Windows
Server 2003 R2 RTM

Opérateurs de compte
Administrateur
Administrateurs
Opérateurs de sauvegarde
Editeurs de certificats

Administrateurs du domaine

Contréleurs de domaine

Administrateurs de
I'entreprise

Krbtgt

Opérateurs d'impression

Duplicateur
Administrateurs du schéma

Opérateurs de serveur

© Charles BLANC-ROLIN

Windows
Server 2003 5P1

Opérateurs de compte
Administrateur
Administrateurs

Opérateurs de sauvegarde

Administrateurs du
domaine

Contréleurs de domaine

Administrateurs de
I'entreprise

Krbtgt

Opérateurs d'impression

Duplicateur
Administrateurs du schéma

Opérateurs de serveur

Windows Server 2012,
Windows Server 2008 R2
Windows Server 2008

Opérateurs de compte
Administrateur
Administrateurs

Opérateurs de sauvegarde

Administrateurs du domaine

Controleurs de domaine

Administrateurs de I'entreprise

Krbtgt
Opérateurs d'impression

Contréleurs de domaine en lecture
seule

Duplicateur
Administrateurs du schéma

Opérateurs de serveur

Windows Server 2016

Opérateurs de compte
Administrateur
Administrateurs

Opérateurs de sauvegarde

Administrateurs du domaine

Contréleurs de domaine

Administrateurs de l'entreprise

Krbtgt
Opérateurs d'impression

Contréleurs de domaine en lecture
seule

Duplicateur
Administrateurs du schéma

Opérateurs de serveur

Source : Microsoft
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Security IDentifier (SID) = identifiant unique de sécurité d'un objet du domaine

Structure des SID :

S-R-X-Y1-Y2-Yn-1-Yn
S-1-5-21-3332904308-1614487934-3407257785-1121

& utilisateurs et ordinateurs Active Director

S : indique que la chaine est un SID
* R: niveau de révision (1 seule révision a ce jour, vaut toujours 1) 5 .5 o xoasgntearas
X : autorité de délivrance (5 pour I'autorité NT, 12 pour Azure AD) |~ o™ e

&5 woundidelon Groupe de séc...
¥ B woundride loca B2 Admins du domaine Groupe de séc...  Administrateurs désigné...

Y 1 'YZ'Yn' 1 : identifia n t d u do ma i n e v % jﬁg‘atws & Administrateur Utilisateur Compte d'utilisateur d'a...

£, [Admin T0] Charles BLAMC-ROLIN Utilisateur

- P - - - yEm
* Yn:identifiant relatif ou RID (Relative Identifier) Lt P s admin T Shatcs SLANG FOLN rx
v L TO Membre de Réplication de mat de passe Appel entrant Objet Sécurité
Windows Service 2 TOAdministrateu|| | Général  Adresse  Compte  Profi  Téléphones  Organisafion  Certficats publiés
1 Environnem Sessions Conirdle & distance
@ S-1-5-80-859482183-879914841-863379149-1145462774-2388618682 i i E_ o sw:;: e — o "'Ed,‘m?-mmg

» & T2_Administratey )
v & T2 Utilisateurs At :
Azure Active Directory User &1 Service 1 Valeur

S-1-12-1-1414772360-7548652109-3974151294-7485145544

5 [ Buikin <nan défini>

> ] Cemputers CN=Person.CN=5chema,CN=Configuration DC=woundride,DC-
> 2] Domain Controllers top; person; onganizationalPerson; user
Active Directory User » [ FareignSecurityPrincipal, T e —
> 7 Keys 5-1-5-21-3332904308-1614487934-3407257785-1121
S-1-5-21-415289841-218583201-7485910196-84512

Windows Logon ID
S-1-5-5-0-137426688
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Security IDentifier (SID) = identifiant unique de sécurité d'un objet du domaine

Quelques exemples de SID / RID intéressants :

* Un SID est généralement unique (grace a l'identifiant de domaine unique), contrairement a un RID
qui est unique seulement sur un domaine.

$-1-5-21-3332904308-1614487934-3407257785-512 (groupe « Admins du domaine »)
$-1-5-21-3332904308-1614487934-3407257785-500 (compte « Administrateur » du domaine)
$-1-5-21-3332904308-1614487934-3407257785-501 (compte « Invité »)

e S-1-5-21-3332904308-1614487934-3407257785-502 (compte « krbtgt »)
$-1-5-21-3332904308-1614487934-3407257785-513 (groupe « Utilisateurs du domaine »)
$-1-5-21-3332904308-1614487934-3407257785-515 (groupe « Ordinateurs du domaine »)
$-1-5-21-3332904308-1614487934-3407257785-516 (groupe « Controleurs de domaine »)

S-1-1-0 (groupe « Tout le monde »)

* S-1-5 (Autorité NT)

* S-1-12 (Autorité Azure AD)

* S-1-5-32-544 (groupe « Administrateurs » > groupe local répliqué entre les DC)

Tout RID inférieur a 1000 est un objet présent par défaut dans tout AD (tout RID > 1000 = objet

créé)
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Les descripteurs de sécurité

Un descripteur de sécurité contient les informations de
sécurité associées a un objet « sécurisable » :

Paramétres de sécurité avancés pour Utilisateurs du demaine [m] X

Propriétaire : I Admins du domaine (WOUNDRIDE\Admins du domaine) lujcd\ﬁar

* Chaque objet contenu dans I'AD est «sécurisable» ™" (e———
‘S ec u ra ble Obj ect, Pour obtenir des informations supplémentaires, double-cliquez sur une entrée d'autorisation. Pour medifier une entrée d'autorisation,

sélectionnez I'entrée et cliquez sur Modifier (si disponible).

* L’accés a ces objets est donc paramétrable

- ” - ” , Type Principal Acces Heérité de S'applique a 0
° Un descnpteur de securite se compose d une structure 58 vt Groupe dacces dautriatio.. ‘ Aucun Cet objet uniquement
SR Auto.. Utilisateurs authentifiés Envoyer a Aucun Cet objet uniquement
- - 4 = 4 ... Admins du domaine (WOUN... Contréle total Cet objet uniquement
SECURITY_DESCRIPTOR et de ses informations de SEcUrité [ s o oo Joon
- 82 Auto.. SELF Speciale Aucun Cet objet uniquement
- HE Auto.. Utilisateurs authentifiés Spéciale Aucun Cet objet uniquement
aSSOCIeeS - SR Auto.. Systéme Contréle total Aucun Cet objet uniguement
-z - 14 - HR Auto.. Accés compatible pré-Windo... Spéciale DC=woundride,DC=lo... Objets InetOrgPerson descen...
° S l D d u p roprl eta l re de l ObJ et B2 Auto.. Accés compatible pré-Windo... Spéciale DC=woundride,DC=le... Objets Groupe descendants
- ~ , - * HL Auto.. Accés compatible pré-Windo... Spéciale DC=woundride,DC=le... Objets Utilisateur descendants
* Une liste de controle d’'accés (ACL* pour Access Control  |& e = s DOt s o
peciale =woundride,DC=lo... cet obj ous ceux descen...
- - SR Auto.. Administrateurs de I'entrepri..  Contréle total DC=woundride,DC=lo... cet objet et tous ceux descen...
List en anglais) S8 At Accscomptblepré-Windo.. U lecontens | DComoundideDCo <t i o <o dscn
- - . . HE Auto.. Administrateurs (WOUNDRID.. Spéciale DC=woundride,DC=lo.. cet objet et tous ceux descen..
[ L t t t d t ‘AC E A c t l 8% Auto.. Administrateurs clés (WOUN... DC=woundride,DC=lo.. cet objet et tous ceux descen..
ls e qUI con len es en rees S pour Ccess on ro H% Auto.. Administrateurs clés Enterpri... DC=woundride,DC=lo... cet objet et tous ceux descen...
... CREATEUR PROPRIETAIRE Validated write to com.. DC=woundride,DC=lo... Objets Ordinateur descendants ¥

Entries en anglais)

Ajouter Supprimer Modifier Paramétres par défaut

Désactiver I'héritage

Annuler Appliguer

i i i i . ACL pour le groupe « Utilisateurs du domaine »
*on parle aussi de DACL (Discretionnary Access Control List) et de SACL (System Access Control List)
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Les listes de controle

Une ACE spécifie les droits d’accés autorisés ou refusés a des = : '

utilisateurs ou groupes sur un objet (appelé dans ce cas ~—

« Security Principal »)
[] Lister le contenu validées

* Exemples de permissions :
* Droits génériques : GENERIC_READ, GENERIC_\XRITE, ...
GENERIC_EXECUTE, GENERIC_ALL
e Droits standards : DELETE, READ_CONTROL, WRITE_DAC,
\XRITE_OWNER
* Droits spécifiques : dépend de la classe de I'objet

& DS-NCReplOuthoundNeighbors.
S-NC-RO-Replica-Locations-BL

KNI

&

JEQ

Sh)

dE~

* Ces permissions peuvent étre héritées d’'autres objets :
* UO(s) d’'appartenance
* Groupe(s) d'appartenance

%

msDS-ReplAttributeMetaData
DS-ReplAttributeMetaData
S-ReplValueMetaData
DS-ReplValueMetaData

msCOM-PartitionSetlink
msCOM-UserLink
msDFSR-ComputerReferenceBL

NEQNEEQAEE

]

* Le fait d'attribuer des droits d’administration spécifiques a

9

Lire msDFSR-MemberReferenceBL Lire msDS-ReplValueMetaDataExt
Lire

certains comptes utilisateurs (administrateurs d'une partie : :
P , .. . R . ACE pour le groupe « Admins du domaine » sur
spécifique de I’AD) est généralement appelée la « délégation le groupe « Utilisateurs du domaine »

de privileges © Charles BLANC-ROLIN Version 1.2-2026 .8



Des priviléges pas toujours faciles a appréhender...

BELOODHOUND %" EXPLORE o

COMMUNITY EDITION

-— Q, SEARCH @ PATHFINDING  ¢/> CYPHER t :a UTILISATEURS DU DOMAINEﬁ WOUNDRI... I

@ UTILISATEURS DU DOMAINE@WOUNDRIDE LOCAL Distinguished Name:

CN=UTILISATEURS DU
¥ DOMAINE,CN=USERS,DC=WOUNDRIDE,DC=LOCAL
ADMINISTRATEURS DE LENTREPRISE@WOUNDRIDE.LOCAL
Domain FQDN: WOUNDRIDE.LOCAL

Domain SID:  5-1-5-21-3332904308-1614487934-3407257785

L
il ADMINS DU DOMAINE@WOUNDRIDE.LOCAI
= Last Collected by BloodHound:

2025-02-03 10:44 GMT+1 (GMT+0100)
MemberOf
MemberOf Samaccountname: Utilisateurs du domaine

MemberOf
MemberOf
) MemberOf R @ ADMINISTRATORS @WOUNDRIDE.LOCAL # ot 5
A BN RA URG@WOUNDRIDE LOCAL /
MemberOf
GenericAll
+ Member Of 4
MemberQ +
Generic\Write
WriteOwner
WriteDacl ‘
w .
ADMIN_T0_CBR@WOUNDRIDE. LOGAL o Inbaund Objact.Controk g
@ ADMINISTRATORS@WOUNDRIDE.LOCAL
L . ADMIN_TO_CBR@WOUNDRIDE.LOCAL
e J UTILISATEURS DU DOMAINE@WOUNDRIDE.LOCALI @ ADMINISTRATEUR@WOUNDRIDE.LOCAL
@ ADMINISTRATEURS DE LENTREPRISE@WO...
GenericAll

@ ADMINS DU DOMAINE@WOUNDRIDE.LOCAL
ACCOUNT OPERATORS@WOUNDRIDE.LOCAL @ ACCOUNT OPERATORS@WOUNDRIDE.LOC...

1 Sequential Standard

Vue graphique de I'’ACL pour le groupe .
« Utilisateurs du domaine » avec BloodHound Charles BLANC-ROLIN ersion 1.2- 20




Focus sur les droits

Exemples de droits :

 WRITE_DAC : permet d'ajouter une ACE dans la “"”'“S°”°°“A'”E@W°“"°"'°EL°°“
DACL de l'objet (droit possédé implicitement par le \

propriétaire de I'objet) T
 WRITE_OWNER : permet de modifier le propriétaire .

de IIObjet @ ADMINISTRATORS @WOUNDRIDE LOCAL
« GENERIC_\WRITE : permet toutes les écritures de

propriétés S |
* GENERIC_ALL = GENERIC_WRITE + \XRITE_DAC + ’ Gensricwite

\X/RITE_OWNER (contréle total) WiteOwner

WriteDacl

* DS_WRITE_PROP : permet l'écriture de toutes les
propriétés de I'objet |

* DS_CONTROL_ACCESS : permet tous les droits unusmunsnuDoumus@wounumugwm
étendus Generican

© Charles BLANC-ROLIN Version 1.2-2026 ,.8



Droits par défaut

Les droits par défaut sont stockes :

* Au niveau du schéma, dans la « classe » d'un objet
* Via I'attribut « defaultSecurityDescriptor »

* Les droits par défaut peuvent étre réappliqués (ainsi que
ceux hérités de I'UO parente) a I'aide de la commande :

\dsacls.exe "CN=Charles BLANC-ROLIN,OU=Service
1,O0U=T2 _Utilisateurs,OU=T2 OU=_Utilisateurs,DC=wou
ndride,DC=local” /S /T

* Les arguments:
* le DN (Distinguished Name) de I'objet a réinitialiser
* /S : restaurer le descripteur de sécurité de I'objet a sa
valeur par défaut
* /T : restaurer également les descripteurs de sécurité
des objets enfants (si applicable)

© Charles BLANC-ROLIN

z Modification ADSI
Fichier Action Affichage 7

= nEXE R

| CN=5chema, Ch=Config

% om
v _ﬂ Schéma [W?_OT‘J-DCO'I.wourECN_UNC_Name

Classe

Mom unique

CN=Unicode-Pwd
] CN=uniqueldentifier
| CM=uniqueMember
Q CN=UnixHomeDirecton
Q CN=UnixUserPassword
E CM=unstructuredAddre
QCN:un;tructuredName
QCN:Upgrade-Product-

; =User-Account-Con
E CM=User-Cert

gl CN=User-Comment
g(N:U;er-Parameters
5] CN=User-Password

£ CM=User-Principal-Marr
Q CN=User-Shared-Folder
Q CN=User-Shared-Folder
E CM=User-SMIME-Certifi
Q CN=User-Workstations
Q CM=userClass

E CM=userPKCS12

5] CN=USN-Changed

Propriétés de : CN=User

Editeur dattibuts  Sécurite
Attributs :
Attribut Waleur &
admin Description User
adminDisplayMame User
auxliaryClass shadowAccount; posixAccount
clazzDisplayMame <naon défini>
cn User
defaultHidingValue FALSE
efaliChieciCote h_P

displayMame

default Security Descriptor

WDSC

<non défini>

displayMamePrintable <nan définiz

distinguishedMame CN=User,CN=5chema,CN=Corfiguration, [

d5ASignature <non défini>

dSCorePropanationData (kD ={ } v

£ >
=

Annuler Appliquer Aide

pC
n,[
n,C
ati
ol
ral
tic

igL

ra
tic
nfi
gL
io
(=3
=\

Dc

] CN=USN-Created

attributeSch...

La classe « User » est accessible dans le Schéma
via la console « adsiedit.msc »
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Restaurer les droits par

] Utilisateurs et ordinateurs Active Directory
Fichier Action Affichage 7

L= (=TEEIEY] LThaTER

T Utilisateurs et ordinateurs Active|| Nom Type Description
7] Requétes enregistrées B senvice 1 Groups de sée.
~ (4 woundridelocal &, Charles BLANC-ROLIN Utilisateur

v &1 _Ordinateurs
] TO [
= T2
v &l Utilisateurs
2 T0

T2_Utilisateurs.
ervice 1

] Buikin

Computers
Domain Controllers
ForeignSecurityPrincipal;
Keys
LostAndFound
Managed Service Accout
Program Date
System

Users

NTDS Quotas
] TPM Devices

© Charles BLANC-ROLIN
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Les stratégies de groupe ou GPO (Group Policy

Objects)

Elles permettent :

D'appliquer sur des comptes utilisateurs ou d’ordinateurs
parametres

De controler des clés de registre

De controler des droits NTFS

D’appliquer des politiques de sécurite et / ou de les auditer
D’installer des logiciels

D’exécuter des scripts

D’installer des imprimantes

De monter des lecteurs réseau

différents

© Charles BLANC-ROLIN
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Les stratégies de groupe ou GPO (Group Policy Objects)

|2 Gestion de stratégie de groupe

Grands principes : e R

| Gestion de stratégie de groupe Default Domain Policy
~ A Forét: woundridelocal Blendue Détalls Paramétres  Delégation
v [Z4 Domaines

v 53 woundridelocal ——
] Defoult Domain Policy Default Domain Palicy

* Elles disposent d'un identifiant unique S

10 Général

Emn Détails
T2

@7 _Utilisateurs Lisisons

2] Domain Controllers

[} Objets de stratégie de groupe Filtrage de sécurité

T Filtres WMl

) Objets GPO Starter Délégation

* Leurs autorisations sont personnalisables F T Gntorstn e e

Paramétres Windows:

Paramétres de sécurité

e Elles sont définies a l'aide de modéles Svstoe o oot/ St d et
d’administration basés sur un modeéle XML e —p—— o

Anitgrorité minimale: du mot de passe 1jours

l d t l t A D MX Aopliquerhistorique des mots de passe 24mots de passe mémorisés
(on parle de template ) m———

Le mot d passe dot respecter des exigences de complexté Actvé

Longuer minimale du mot de passe 7 carsctéres

* Elles s'appliquent au niveau du domaine Default Domain Policy
H Btendue Détails Paramétres Délégation
ou de ses UO « filles »

Ces groupes et utilisateurs ont |'autorisation spécifiée pour cet objet de stratégie de groupe.
Groupes et utilisateurs

Mom . Autorisations acceptées

92, Administrateurs de |'entreprise (WOUNDRIDE\Administrateurs de |'entreprise) Personnalisé

82, Admins du domaine (WOUNDRIDE \Admins du domaine) Personnalizé

82, ENTERPRISE DOMAIN CONTROLLERS Lecture

2, Systéme Modiffier les paramétres, supprimer, modfier la sécurité
f@d Lktilisateurs authentifiés Lecture (3 partir du fitrage de sécurité)
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Grands principes

* Les postes récupérent les stratégies au démarrage +
a intervalle aléatoire entre 1h et 2h par défaut)

* Il est possible d'exporter le contenu des GPO
appliquées sur un ordinateur a
commande :
gpresult /H result.html

* |l esr possible de forcer I'application des stratégies
depuis un ordinateur a I'aide de la commande :
gpupdate /force

E¥ Windows PowerShell

I'aide de Ila

© Charles BLANC-ROLIN

[im] [} WOUNDRIDE\admin_t2_cbrsur’ X =

O (:) Fichier | C:/Usersfadmin_t2_cbr/Desktop/result.html|

Security Opération réussie 437 milliseconde(s)

Paramétres de sécurité
Stratézies de comptes/Stratégie de mot de passe
Stratégie Paramire
Antériorité maximale du mot de passe 42jours

1joums
24 mots de passe mémerisés

Désactiva

La mot de passe doit raspacter des exizances da complaxitd Activé

Leonzueur minimale du mot d passa. 7 caractires
Stratégies de comptes/Stratégie de verrouillage du compte

Stratégie Paramétre
Senil de verrouillage de comptes 0 tentative d'ouverture e sassion non valides

Stratégies locales/Attribution des droits utilizateur

Stratégie Paramétre

Interdive Iomverturs d'ime session locale
Interdire 'ouverture de session en tant que service

Interdire 'ouverturs de session en tant que tiche

'WOUNDRIDE ' Admins T0, WOUNDRIDE Admins T1
'WOUNDRIDE Admins T0, WOUNDRIDE ! Admins T1
'WOUNDRIDE'Admins T0, WOUNDRIDE Admins T1

Interdire I'ouvarture de seszion par les services Termimnal Sarver 'WOUNDRIDE' Admins T0, WOUNDRIDE | Admms T1
Stratégie: localex Option: de sécurité
Stratégies de clé publique/Client des services de certificats - Paramétres d'inscription automatique

Stratégies de clé publique/Systéme de fichiers de chiffrement

Modéle: d*administration

Objets de stratégie de groupe
Defaunlt Domain Policy [{31B2F340-016D-11D2-942F-00C04FB9S4FS}]
Ordinateurs_T2_admins_locanx [[3EEFD671-EE16-498 B&3S-5001CDS633BS]]
Ordinateurs T2 restrictions_sessions [{TSE65AE1-440A 46BC-§A87-BFD76C10ECTS}]

Stratégie de groupe lacale [LocalcPO]
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Ressources et outils utilisés

Identificateurs de sécurité - SID (Microsoft) :

https://learn.microsoft.com/fr-fr/windows-server/identity/ad-ds/manage/understand-security-identi
fiers

https://learn.microsoft.com/en-us/openspecs/windows protocols/ms-dtyp/81d92bba-d22b-4a8c-9
08a-554ab29148ab

Flux réseau AD (Microsoft) :

https://learn.microsoft.com/fr-fr/troubleshoot/windows-server/active-directory/config-firewall-for-a
d-domains-and-trusts

Descripteurs de sécurité (Microsoft) :
https://learn.microsoft.com/fr-fr/windows/win32/secauthz/security-descriptors

BloodHound (Specterops) :
https://specterops.io/bloodhound-community-edition
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https://learn.microsoft.com/fr-fr/windows-server/identity/ad-ds/manage/understand-security-identifiers
https://learn.microsoft.com/fr-fr/windows-server/identity/ad-ds/manage/understand-security-identifiers
https://learn.microsoft.com/en-us/openspecs/windows_protocols/ms-dtyp/81d92bba-d22b-4a8c-908a-554ab29148ab
https://learn.microsoft.com/en-us/openspecs/windows_protocols/ms-dtyp/81d92bba-d22b-4a8c-908a-554ab29148ab
https://learn.microsoft.com/fr-fr/troubleshoot/windows-server/active-directory/config-firewall-for-ad-domains-and-trusts
https://learn.microsoft.com/fr-fr/troubleshoot/windows-server/active-directory/config-firewall-for-ad-domains-and-trusts
https://learn.microsoft.com/fr-fr/windows/win32/secauthz/security-descriptors
https://specterops.io/bloodhound-community-edition/

